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**Lista de Riscos**

**1. Objetivos**

O objetivo dessa lista de riscos é fazer um documento que possa prever o acontecimento de eventuais riscos, que podem ocasionar problemas na realização e finalização do projeto.

O documento contará com descrição, magnitude, impacto e estratégias paliativas de cada risco, podendo assim minimizar o efeito de cada um no projeto, caso ele venha a acontecer.

**2. Escopo**

A lista de riscos terá a função de caso algum risco descrito venha acontecer, a equipe tenha uma estratégia previamente definida, para minimizar os efeitos no andamento e na finalização do projeto.

**3. Referências**

* Project Charter
* Lista de riscos modelo
* Itens do projeto

**4. Riscos**

**4.1.Sobrecarga dos membros da equipe.**

**4.1.1. Magnitude**

Efeitos Sérios

**4.1.2. Descrição**

É possível que em determinado momento um ou mais integrantes não consiga realizar todas as atividades que lhe foram designadas, pois possuem atividades em paralelo com o projeto.

**4.1.3. Impactos ­**

* Atraso no andamento do projeto; ­
* Redução na qualidade do projeto; ­
* Mudança de tarefas individuais previamente definidas.

**4.1.4. Estratégias Paliativas**

Pelo menos dois ou mais membros da equipe devem estar familiarizados com cada tarefa, pois caso ocorra algum problema com um deles, o outro pode ficar responsável por esta tarefa.

**4.2. Falha na infraestrutura de hospedagem.**

**4.2.1. Magnitude**

Alta

**4.2.2. Descrição**

Problemas no servidor ou na nuvem onde a aplicação é hospedada, podendo causar indisponibilidade do sistema.

**4.2.3. Impactos ­**

* Interrupção do serviço;
* Perda de dados;
* Insatisfação do usuário.

**4.2.4. Estratégias Paliativas**

Utilização de uma hospedagem redundante e/ou backup de dados regularmente.

**4.3. Problemas de segurança.**

**4.3.1. Magnitude**

Alta

**4.3.2. Descrição**

Falhas de segurança no sistema, como vulnerabilidades de software ou brechas no acesso ao banco de dados, que possam ser exploradas por usuários mal-intencionados.

**4.3.3. Impactos ­**

* Comprometimento da integridade dos dados;
* Roubo de informações;
* Perda de credibilidade.

**4.3.4. Estratégias Paliativas**

Implementação de medidas de segurança robustas, como autenticação forte e encriptação de dados.

**4.4. Falta de atualização da aplicação.**

**4.4.1. Magnitude**

Média

**4.4.2. Descrição**

Falta de atualização regular da aplicação, tornando-a vulnerável a problemas de segurança e funcionalidades obsoletas.

**4.4.3. Impactos ­**

* Redução da qualidade e performance da aplicação;
* Possíveis falhas de segurança;
* Insatisfação do usuário.

**4.4.4. Estratégias Paliativas**

Programação regular de atualizações de software e hardware, com testes e verificação de compatibilidade.

**4.5. Bugs inesperados no sistema.**

**4.5.1. Magnitude**

Grave

**4.5.2. Descrição**

É possível que em algum momento o programa apresente falhas, já que nenhum software é isento de erros.

**4.5.3. Impactos ­**

* ­ Prejudicar o desempenho do software;
* ­Ser uma experiência estressante para o usuário;
* Parar funcionamento.

**4.5.4. Estratégias Paliativas**

Avaliar onde possivelmente o erro possa estar sendo gerado, utilizando ferramentas de pesquisa para saber sua referência.

**4.6. Algum membro desistiu de prosseguir com o projeto.**

**4.6.1. Magnitude**

Grave

**4.6.2. Descrição**

Possa haver a possibilidade de um ou mais membros da equipe tomarem a decisão de abandonar o projeto por alguma razão no decorrer do desenvolvimento.

**4.5.3. Impactos ­**

* ­ Prejudicar o desempenho do projeto;
* ­ Pode haver atraso na entrega;
* ­ Desmotivação dos demais membros.

**4.5.4. Estratégias Paliativas**

O ambiente de trabalho deve ser o melhor possível e os membros do projeto devem estar em constante comunicação, para que não venha ocorrer esse risco de forma que seja uma surpresa pra equipe, para que antes do desistência oficial, possam ter uma determinada estratégia para o andamento do projeto, seja um possível substituto ou a divisão do trabalho para os demais membros.